
Humans are Hackable – What the WEF?

Huh? 

What is hackable ?
What’s in those jabs anyway ?
Why everyone ?
What are they hiding ?

https://www.weforum.org/agenda/2020/01/huawei-us-china-ai-future-of-tech/

Scan to Load Page.

https://www.weforum.org/agenda/2020/01/huawei-us-china-ai-future-of-tech/
https://www.weforum.org/agenda/2020/01/huawei-us-china-ai-future-of-tech/




Getting Spooky

These pictures of nano-circuit-like devices taken from the Pfizer vaccine that warmed to room
temperature for a few hours. The images are from https://LaQuintaColumna.net. Researchers
in New Zealand and elsewhere have reproduced these findings. 

https://LaQuintaColumna.net


La Quinta Columna



 



 



 

The injections are for vaccines the government says are safe and effective – when the actual
data shows they are very dangerous. There’s no data of long term safety data to contradict
that many of the jabbed report getting sick. Never-mind the reports of 800,000 dead bodies
and live videos of professional athletes, comedians and the like keeling over, usually dead, in
public. 

For more info see

:https://corona2inspect.net/ [DNS entry deleted from internet as of 12/6/2022 –
Evidence of cover-up. Archived Website as of May 26, 2022: https://corona2inspect.net
https://www.laquintacolumna.net/

https://corona2inspect.net/
https://web.archive.org/web/20220526003227/https://corona2inspect.net/
https://www.laquintacolumna.net/


Is there any truth to those wild stories about Bluetooth Pairing with Humans via a MAC
Address.

I laughed it off – but now I wonder.

How big is the lie?
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Evidence & References

Click each to view detail



Experiment Prep

Install the Bluetooth Inspector on your mobile device
Turn on Bluetooth
See how many devices show up
Delete any that have names



BLE Scanner on Apple Store

Blue Hound App on Apple Store

An unidentified device with no services doesn’t necessarily mean that it is associated with a
person. There are some legitimate devices that do not publish public services. These are rare
because they lack significant utility. 

Notes:

Use BLE Scanner.
Note  the N/A addresses
A lower -dB number is a stronger signal
If the signal gets stronger you are getting closer to the source
Don’t be surprised if the signal disappears if you attempt to connect signal gets
stronger with a lower -dB number you

 usually identifies devices with actual services.

Beware that some devices boot with different MAC addresses.

The Blue Hound app presents a distance / signal strength bar as you get closer. It 



BLE – Bluetooth Low Energy Apps source document (click)

https://corona2inspect.net/2022/05/08/resumen-del-fenomeno-mac-y-la-red-intracorporal-de-nanocomunicaciones/


iOS applications

BLE Scanner 4.0 / Bluepixel Technologies LLP
# https://apps.apple.com/es/app/ble-scanner-4-0/id1221763603
Blue Sniff – Bluetooth Scanner / Kevin Horvath
# https://apps.apple.com/es/app/blue-sniff-simple-bluetooth-detector/id1205673451
nRF Connect for Mobile / Nordic Semiconductor ASA
# https://apps.apple.com/en/app/nrf-connect-for-mobile/id1054362403
plusBLE / linCogN Technology Co. Limited
# https://apps.apple.com/en/app/plusble/id859879598
LightBlue / Punch Through # https://apps.apple.com/en/app/lightblue/id557428110

https://apps.apple.com/es/app/ble-scanner-4-0/id1221763603
https://apps.apple.com/es/app/blue-sniff-simple-bluetooth-detector/id1205673451
https://apps.apple.com/es/app/nrf-connect-for-mobile/id1054362403
https://apps.apple.com/es/app/plusble/id859879598
https://apps.apple.com/es/app/lightblue/id557428110


Android applications

BLE Scanner 4.0 / Bluepixel Technologies LLP
# https://play.google.com/store/apps/details?id=com.macdom.ble.blescanner
BLE Sniffer / aconno Gmbh
# https://play.google.com/store/apps/details?id=com.aconno.blesniffer
nRF Connect for Mobile / Nordic Semiconductor ASA
# https://play.google.com/store/apps/details?id=no.nordicsemi.android.mcp
nRF Logger / Nordic Semiconductor ASA
# https://play.google.com/store/apps/details?id=no.nordicsemi.android.log
BLE Analyzer / keuwlsoft # https://play.google.com/store/apps/details?id=com.keuwl.ble

https://play.google.com/store/apps/details?id=com.macdom.ble.blescanner
https://play.google.com/store/apps/details?id=com.aconno.blesniffer&hl=es&gl=US
https://play.google.com/store/apps/details?id=no.nordicsemi.android.mcp&hl=es_419&gl=US
https://play.google.com/store/apps/details?id=no.nordicsemi.android.log
https://play.google.com/store/apps/details?id=com.keuwl.ble


LightBlue / Punch Through
# https://play.google.com/store/apps/details?id=com.punchthrough.lightblueexplorer
BLE Scan Data Viewer / DH Lee
# https://play.google.com/store/apps/details?id=com.spitter.ble_scan_data_viewer
BLE360 / EmerTech Limited
# https://play.google.com/store/apps/details?id=hk.emertech.ble360

https://play.google.com/store/apps/details?id=com.punchthrough.lightblueexplorer
https://play.google.com/store/apps/details?id=com.spitter.ble_scan_data_viewer
https://play.google.com/store/apps/details?id=hk.emertech.ble360


Crowd Source Experiment – Results Collection

The biggest problem is lies. There is no data to trust in the vast majority of technical medical
literature. The entire system is corrupt.

As of this writing – I trust only what I observe:

Many suspicious of MAC addresses in all public places – more than seem normal.1.
Unable to detect unusual addresses at home or in the presence of unmodified friends2.
and family
Credible reports of anomalous energetic phenomenon: 3.

People with one or more MAC addresses1.
Magnetic & Paramagnetic observations of vaccinated people2.

Institutional fervor for mass deployment of vaccines for a disease with very low4.

https://www.google.com/search?rlz=1C5CHFA_enUS833US835&sxsrf=APq-WBsOCjc6F8xJ6gQQ1vnvbrxKfMVuKg:1650745604659&q=anomalous&spell=1&sa=X&ved=2ahUKEwiUhoXLgqv3AhWTK80KHe2MC_EQkeECKAB6BAgBEDI


morbidity
Irrational urgency to inject children1.
Irrational urgency to inject first responders and healthcare workers2.
Irrational urgency for mass deployment of clearly harmful RF frequency3.
technology 5-300 GHZ which is clearly known to be harmful
Coverup of evidence of harm4.

Injections Apparently Containing5.
Untested Gene Modification Technology1.
Observable Parasites2.
Graphene Oxide Artifacts3.
Artifacts that look and act like self assembling circuits 4.

Sinister drive to inflict these technologies on all children6.
Coordinated coverup of death and injury by government and industry7.
 Manipulation of iOS & Android operating systems to make it more difficult to detect8.
Unidentified MAC addresses in recent versions.

If you agree it seems prudent to work together to discover if there is any truth to the concept
that the injections contain malevolent technology. 

https://www.merriam-webster.com/dictionary/malevolent


Install BLE app on your phone



Experiment-0: Shield Removal Test

Have subject secure all bluetooth devices a reasonable distance from the test area.1.
Cover Subject with Shield Fabric. Shielding blocks the subject from receiving external2.
magnetic fields from LAN, 5G and other sources. 
Wait 3 minutes.3.
Start bluetooth and clear all lists. Internal MAC devices use “stray” fields, this blocks the4.
power supply to these devices so they stop transmitting. The shield also blocks
emissions. This combination removes any nano-tech devices from being detected.
Turn on Bluetooth Address sensor and let Bluetooth initialize for 3 minutes to detect5.
local Mac Addresses – save list if application permits.
Remove Shield fabric from subject6.
Watch list for 2 additional minutes for appearance of new Bluetooth MAC addresses.7.



These addresses will be “unknown”. It can take up to 2 minutes for these addresses to
appear because they may need to absorb environmental EMF to gain power to start
transmission.
Record any MAC addresses that appeared after shield was removed. There may be8.
multiple MAC addresses.



Confirmation Methods



9.

These methods permit an investigator to confirm the individual is the source of the10.
bluetooth signal.



Signal Attenuation Test11.

As you move the detector application away from the suspected source of the signal, it12.
will become weaker. As you move the detector toward the subject the signal will get
stronger. This confirms the subject is the source.



Alternate Site Test13.

Relocate subject to an alternative location and repeat test. Look for MAC addresses14.
common to the first location. 



Experiment-1: Crowd Survey Test

Turn off Bluetooth1.
Go to a public place with people2.
Turn on Bluetooth3.
Activate Bluetooth Inspector to scan for MAC addresses 4.
Go to the History Panel and Delete All Addresses5.
Leave Bluetooth active for about 2 minutes6.
Delete all named devices7.
Turn off bluetooth (This prevents BLE from finding other results when you refer to it8.
later.)
Count or estimate the number of people present9.
Count the number of N/A address in the history10.
Compare the number and ask yourself if it seems like there are more MAC addresses11.



devices there?
If Yes you have evidence that to suspect there are more MAC addresses than seem12.
normal
If No then you have evidence that everything seems normal13.



Experiment-2: Lone Hiker Test

This experiment involved passing lone hikers on isolated remote roads with no cell service.
The absence of cell services makes it unlikely the hiker would carry a cell phone. However
like the first experiment – it is indeterminate. The hiker may be using a bluetooth listening
device for music or entertainment. Normally these devices will show up with known device
info established. 

So far all Lone Hiker Tests of vaccinated individuals have resulted in positive MAC address
emissions.



Experiment-2:  MAC Isolation Test



Environment Setup:

 Isolate yourself at least 600 feet from1.
All electronic devices – cars, computers, internet routers1.
Other people2.

Turn on Bluetooth2.
Activate Bluetooth Inspector to scan for MAC addresses 3.
Go to the History Panel and Delete All Addresses4.
Leave Bluetooth active for about 2 minutes5.
Delete all named devices6.
Turn off bluetooth (This prevents BLE from finding other results when you refer to it7.



later.)
How many MAC addresses does Bluetooth Inspector detect?8.
If you see an extra address  – you (or the person you are with) are hacked.9.
Nature does not assign machine addresses to humans.10.
If you took multiple injections – you will may have a separate MAC address for each11.
injection.



Social Setup:

It has proven difficult for me to engage people with the thought that they may have been
contaminated with technology which emits radio signals from their body.

First – this technology, if it exists, is hidden – and so science-fiction that most will
dismiss the feasibility. 
Second – the notion that the trusted medical community would violate the public by
injecting digital tracking violates believability.
Third – A signal would endow them with the “Mark of the Beast” and would invoke the
noxious spiritual notion – that they have already unknowingly exited the biblical
concept of spiritual grace.



“Hey – I think they injected you with digital nano tech which has caused your body to emit a
MAC address. Do you want to find out if my crazy-paranoid opinion is true?”  If I were them – I
would say – No – I don’t want to know. 

The mere thought they could have been medically violated provokes denial and even anger
at the thought. This makes it difficult to even approach vaccinated.

A better approach use contact tracking as a smoke-screen.

“Hey have you seen the movie 2000 mules?”  
I’d like to discover if the really have the ability to track someone within 6 feet;
Would you be willing to join me out in the open, away from radio transmitters, for a few
minutes?
All you need to do is turn your phone off, or leave it behind for a few minutes. 
This sets the stage where you can

Please put your phone in airplane mode
Please turn off bluetooth
Without disclosing you are actually testing them for radio emissions.

Now you can scan for their bluetooth address…
If you end up with a BT address with their phone off…Go to – Oh Crap – You were
hacked! (to be developed if we confirm people are actually emitting signals)



Experiment-3:  Passerby Test

if possible, select a location where passers-by are unlikely to carry phones. This is difficult but
not impossible.

 Select a location
No MAC signals – hiking trail, stretch of river, or hiking trail1.
With foot, river or bicycle traffic2.
Runner Trail less likely to have cell phone (Runners less likely to be vaccinated3.
also.)

Activate BLE when people pass by
How many MAC signals do they present



Example Whitewater River Strategy:

We live near a river with commercial raft operations. Rafters are forced to wear wetsuits
because the water is very cold. The river is a low-signal area because rivers are usually in
canyons which minimize EMF signals. 

Rafting participants virtually never have their phones with them:

Poor to no No cell signal in river valleys so cell phone serves no purpose;
High risk loss – If they have it unsecured loss is very likely;
Cannot use phones because participants must have paddle firmly in hand;
Untethered Experience Culture – connections to world behind;



No dry storage on raft so cell phone likely to be lost or damaged;
Outdoor adventure seekers somewhat less likely to be unvaccinated.

A river will bring many passers-by to create a large data set. You will be able to remain
stationary to gather your data. Commercial raft guides will have near zero cell phones while
private craft are more likely to have phones in possession because they are more likely to be
able to have secure dry storage on-board.

There are three choices of monitor locations.



Put-in Point

Will detect signals from the bus. (Most users will leave cell phones at their car and not



bring on the bus)
Human based Signals will fade as people depart leaving a residue of bus and local
signals. Signal power levels will fade (in dB) as the humans slowly depart down the
river. Video of rafts drifting away will correlate the fading signal using BLE distance
graph – screen recording. velocity of the raft with the signal strength. Use BLE distance
plot mode. The reorganizing dots with dB will illustrate the fading signals from near to
far if they are present.
  it will be convincing that the signal source is the people on the rafts.
 Simultaneous recording of departing rafts correlate with decrease and disappearance
of signals will visually correlate and illustrate the people – lacking cell phones are the
source of the signals on the screen.



Take-out Point

Bus will have residual cell phone signals for phones left on the bus



Human signals will come into range and get stronger as the participants get on the
bus. 
In place signals will likely remain generally constant as long as there is a small number.
Place iPad near the bus door and video as rafters board the bus
Position near take out point to observe signal strength during exit process (takes a few
minutes)



River Waypoint

Pick a narrow spot in the river where rafts will pass within 20 ft with “slow” current. 



Screen recording can illustrate appearance, increase and decrease of signal strength as
rafts pass on BLE signal plot.
Use a 2nd camera to correlate signals with passing raft on river
Paired footage tells the whole story.



Magnetometer Test Setup

Go to App Store1.
Download uMagnetometer2.
Use Magnetometer to test for unusually strong magnetic fields3.
Normal Humans do not have detectable fields4.



Edit your caption text here



Experiment-3: The Magnetometer Test

Place it over your body1.
Does the magnetometer reading increase when you hold it near an injection site ?2.
If yes – your body was contaminated by magnetic or paramagnetic substances(s)3.
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